**MOD/1** - **Allegato al DOC/2** - **Procedura di notificazione e segnalazione violazione dati personali** - **da compilare per la raccolta delle informazioni necessarie ai fini della segnalazione della violazione dati al Garante**

*Informazioni da raccogliere relative alla violazione.*

*Le informazioni relative all’evento devono essere raccolte prima possibile. Se al momento della scoperta della violazione non si riesce ad avere una descrizione particolareggiata dei fatti, è comunque importante procedere subito con la comunicazione della violazione stessa agli altri soggetti che devono effettuare la valutazione d’impatto, anche con informazioni incomplete. Laddove necessario alla prima valutazione possono seguirne altre, in base alle informazioni che vengono acquisite nella prosecuzione dell’indagine.*

Dati identificativi del segnalante: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Luogo dell’evento: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Data dell’evento (anche approssimativi se non sono noti): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Breve descrizione dell’evento: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Indicazione del trattamento inerente il dato violato anche se non censito nel Registro dei trattamenti (riportare elenco dei trattamenti):

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Banche dati o archivi anche cartacei che sono stati violati:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Tipo di violazione:

Lettura (presumibilmente i dati non sono stati copiati)

Copia (i dati sono ancora presenti sul sistema del titolare)

Alterazione (i dati sono presenti sui sistemi ma sono stati alterati)

Cancellazione (i dati non sono più sui sistemi del titolare e non li ha neppure l’autore della violazione)

Furto (i dati non sono più sui sistemi del titolare e li ha l’autore della violazione)

Altro: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Dispositivo oggetto della violazione:

Computer

Rete

Dispositivo mobile

File o parte di un file

Strumento di backup

Documento cartaceo

Altro: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Sintetica descrizione dei sistemi di elaborazione o di memorizzazione dei dati coinvolti, con indicazione della loro ubicazione: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Numero di persone colpite dalla violazione dei dati personali trattati:

N. \_\_\_\_\_\_ persone (sia certo sia approssimativo)

Numero (ancora) sconosciuto di persone

Categorie di soggetti coinvolti:

Personale docente e ricercatore

Personale tecnico amministrativo

Studenti

Pazienti

Minori

Disabili

Utenti

Tipo di dati oggetto di violazione:

Dati anagrafici/codice fiscale

Dati di accesso e di identificazione (user name, password, customer ID, altro)

Dati relativi a minori

Dati personali idonei a rivelare l’origine razziale ed etnica, le convinzioni religiose, filosofiche o di altro genere, le opinioni politiche, l’adesione a partiti, sindacati

Dati economico finanziari es: numero carta di credito,

Dati genetici

Dati relativo alla salute

Dati giudiziari

Dati biometrici

Potenziali conseguenze della violazione:

Breve descrizione dell’impatto della violazione sui diritti degli interessati coinvolti: \_\_\_\_\_\_\_\_\_\_\_\_

Breve descrizione di quali azioni siano state eventualmente già intraprese per fronteggiare gli effetti della violazione sui diritti degli interessati coinvolti:

(es: aggiornamento delle pw, azioni di formazione sulla sicurezza informatica)